
CASE STUDY 
CAPABILITY 
MANAGEMENT 
DEFENCE 

 

CASE STUDY 
AGILE DELIVERY 
& GOVERNANCE 

 
 
 
 
 
 
 
 

Case Study 
 

Capability 
Management 
within Defence 



CASE STUDY 
CAPABILITY 
MANAGEMENT 
DEFENCE 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 
 
Cyber Capability was engaged 
to design and implement a Defence 
Capability Management program.  
The engagement involved the 
development of a systematic approach 
to capability development including; 
 
 
 
• Analysing the Defence guidance,  

subject strategy and policy guidance. 
 

• Developing and documenting a new strategy and 
technology approach to meeting the subject need, 
based on the evolving mission threat, emerging 
technology and growing threat. 
 

• Working with key stakeholders to develop  
and document the arguments and manage  
them through the committee process to gain executive 
endorsement. 
 

 
 
 

 
• Developing a high-level architecture of the  

new system, including the integration of contemporary 
technology, secure architecture  
and cyber security methodologies. 
 

• Working with other Capability Managers  
to establish the Multi-Domain Program. 

 
To support this program it was necessary to develop 
a capability sustainment model based capability management 
submission schedules and then supporting the process needed 
for approves, integration into Defence’s investment plan, and 
planning for roll out across the Services. This was and is the task 
being tackled by Cyber Capability. 
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Cyber Capability has been successful 
for a number of key reasons: 
 

• Our ability to take a strategic view and to work 
through the implications of policy guidance. 

• Our deep understanding of the challenges  
and requirements of the military problem. 

• Our familiarity with Defence processes  
and stakeholder expectations. 

• Our familiarity with both contemporary  
and emerging technologies. 

• Out familiarity and deep experience with  
the design, delivery, operation and governance of 
cyber security infrastructure. 

 
 

 

 

 

 

 

 

• Our focus on long term engagement  
and outcomes. 

• Our ability to draw on skilled, highly-credentialled staff 
with deep domain  
expertise in both Government and Industry, in skills as 
broad as Executive Leadership, Enterprise 
Architecture, Program Management, Service Delivery 
and ICT operations, and Cyber Security. 
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The pace of change is not slowing. 
We work and partner with experienced 
people who are motivated to improve 
government services and the enhancement of 
national security outcomes for all Australians. 
 
If you want to discuss your requirements, 
then please contact: 

enquiry@cybercapability.com.au 
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